**Solutions – Chapter 2**

**CIAMPA – *Security+ Guide to Network Security Fundamentals, 5th ed.***

**1. C. virus**

**2. A. transport itself through the network to another device**

**3. B. ransomware**

**4. C. intimidation**

**5. C. Trojan**

**6. D. Reformat the hard drive and reinstall the operating system.**

**7. C. Send spam email to all users in the company on Tuesday.**

**8. B. typo squatting**

**9. A. adware**

**10. B. Software keyloggers are easy to detect.**

**11. C. Hypertext Transport Protocol (HTTP)**

**12. D. users who access a common website**

**13. A. Spear phishing**

**14. A. spim**

**15. B. impersonation**

**16. B. A hoax could convince a user that a bad Trojan is circulating and that he should change his security settings.**

**17. D. books**

**18. C. Tailgating**

**19. A. it displays the attacker’s programming skills**

**20. C. bot herder**